
Marsh’s Technology Risk Discovery tool provides a 
high-level understanding of the risks and exposures an 
organization might face from the use of technology in its 
business operations, or the incorporation of technology 
in its products and services. The tool ranks risks across 
a range of change to a range of technology-related 
exposures, including privacy breach, cyber extortion, 
data asset loss, business interruption and contingent 
business interruption, E&O liability, Internet of Things 
liability, and network security liability.

Evaluating Your  
Use of Technology
The ways that organizations and their 

business partners use technology, 

and the digital assets they hold, is 

rapidly evolving. How a company uses 

technology in its operations, products, 

and services is an important factor in  

its overall risk profile and an indicator 

of the likely risks and exposures the 

company faces.  

Understanding those technology-

derived risks is critical to a prudent 

risk management strategy. Marsh’s 

proprietary Technology Risk 

Discovery tool helps you evaluate your 

organization’s risk from the use of 

technology in your operations, products, 

and services, as an initial step in making 

well-informed decisions around risk 

management solutions and investments.  

Talk to Marsh about assessing the 

technology risk in your organization and 

potential solutions to mitigate and insure 

that risk.

 WHO IT’S FOR 

 • Any company that uses 

technology in its operations, 

products, and/or services.

 • Organizations considering 

expanding or realigning  

their insurance coverages to 

address new and emerging 

technology risks.

WHAT YOU GE T 

 • A high-level understanding of 

technology risks and exposures 

facing your organization.

 • A ranking of technology-derived 

risks across a range of exposures.

 • Useful data to inform  

risk management decisions  

and investments.

Understanding Your Technology Risk 
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For more information, visit  
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Marsh cyber team at cyber.risk@
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+ 1 617 385 0287 
thomas.quigley@marsh.com

ELISABETH CASE
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+1 312 627 6819 
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Marsh Technology Risk Discovery Tool, Sample Report
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The tool is not an application for insurance.  The ratings provide a general indication of the relative risk for each exposure area, and are 

intended to be the starting point of a more in-depth risk discussion. As such, they are not precise ratings and may not reflect the true 

level of risk. Companies should work internally as well as with their risk management advisors to further define risks.
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